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This information is shared to give context about Image Angel. The conversation will focus on your experiences, with optional discussion about how tools like this might or might not fit people’s needs.
What is Image Angel?
Image Angel is a product being developed to help people protect their images and reduce harm when images are shared, copied, or used without consent.
It exists because once an image leaves someone’s control, it can be very difficult to:
· Understand how it has been misused
· Prove what has happened
· or get platforms to respond effectively
What Image Angel is designed to do
Image Angel uses invisible forensic watermarking.
This means that:
· A unique, invisible identifier can be embedded into an image or video
· The identifier does not change how the image looks
· It is not visible to viewers
· It does not contain personal information
When Image Angel is used on a platform, this identifier can be:
· Unique to a specific viewing session, not just the image itself
· Different each time the same image is viewed or accessed
· This means the same image can carry different invisible fingerprints depending on when and how it was viewed
· If an image later appears somewhere it should not be, then the identifier can potentially be detected
· This can help link the image back to the specific sharing or viewing context in which it was accessed
This can provide clearer evidence that an image has been misused, without placing extra responsibility on the person affected.

What Image Angel does not do
· Does not automatically search the internet for images
· Does not continuously monitor or track images online
· Does not watch people’s browsing or behaviour
· Does not identify or reveal someone’s real-world identity on its own
Image Angel only comes into play after an image has been found, for example, by:
· The person affected
· A platform or service
· or another reporting or monitoring process
At that point, Image Angel can help with traceability and evidence, rather than discovery.
This approach is deliberate, to:
· Avoid constant monitoring or surveillance
· Reduce privacy risks
· Ensure people remain in control of when and how their images are checked

What Image Angel aims to support
Image Angel’s approach is intended to:
· Increase traceability after misuse is discovered
· Make misuse harder to deny once identified
· Support reporting and platform action with clearer evidence
· Reduce reliance on blanket takedowns that remove content without accountability
Image Angel is not a replacement for existing systems. It is designed to strengthen what happens after an image is found by improving evidence, accountability, and response options.

Image Angel FAQ
1. Does Image Angel track me or monitor my images online?
No. Image Angel does not monitor you, scan the internet, or watch your activity. It does not follow where images go.
It becomes relevant only after an image has already been found somewhere it should not be.
2. If my image is found, how can Image Angel help?
If Image Angel was used when the image was shared or viewed, the image can carry an invisible forensic identifier.
If the image later appears elsewhere, that identifier can potentially be detected and used to help show where and how that copy originated.
3. What does “unique fingerprint” mean in simple terms?
It means the same image does not always carry the same identifier.
Depending on how a platform uses Image Angel:
· Each time an image is viewed, it can receive a different invisible fingerprint
· That fingerprint can relate to a specific viewing session or access event
If the image is leaked, this can help narrow down when and how it was obtained, not just that it exists.
4. What kinds of media does Image Angel work with?
Image Angel is designed to work across different types of visual media, including:
· Images (such as photos or screenshots)
· Videos (including uploaded or streamed video content)
· Live streams, where identifiers can be embedded during viewing
The same principles apply across all formats: the media can carry an invisible identifier that does not affect its appearance but can aid in traceability if misuse occurs.
5. Can Image Angel help identify who shared my image?
Image Angel can help link a leaked image back to its source, but it does not personally identify someone on its own.
If Image Angel was used on the platform where the image was originally viewed:
· The image may contain an invisible identifier linked to a specific viewing or access session
· That identifier can help show which account or access point the image came from, within that platform
This means Image Angel can:
· Provide technical evidence that an image came from a particular source
· Narrow misuse down to a specific account, session, or access pathway
· Support platforms in taking informed and proportionate action
However:
· Image Angel does not reveal someone’s real-world identity by itself
· It cannot identify people outside the platform
· Any enforcement or disclosure decisions are made by the platform under its legal responsibilities
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