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Case Study 1: Lived Experience Interview
Purpose of this case study
This case study documents the lived experience of the first person interviewed as part of Image Angel’s user discovery work. The aim of the interview was to understand how intimate images were misused, the impact this had on the individual, and to identify where Image Angel, if embedded within digital platforms, could have supported accountability, evidence, and access to resolution.
This work is not academic research. It is a practical, exploratory activity intended to inform product development and to demonstrate the potential value of Image Angel to platform partners.
Interview context
The interview was conducted on January 10, 2026, and lasted approximately one hour. The participant is referred to as Sarah to protect her identity. The conversation followed a semi-structured format, allowing Sarah to describe her experience in her own words. A £50 payment was provided as a thank-you for her time.
Background and relationship context
Sarah described that the events took place approximately three years ago while she was in a relationship with her then-boyfriend. During the relationship, intimate images and videos were created consensually. Some content was recorded on Sarah’s phone, while other content was recorded on her partner’s device. In some cases, Sarah sent intimate images directly to her partner.
At the time, Sarah did not view this content as something that could be used against her later. The images were shared within a context of trust and emotional intimacy. Sarah consistently asked her partner to delete the images after viewing them, and he repeatedly assured her that he had done so. In many instances, he deleted the files in her presence, reinforcing her belief that the content no longer existed.
What Sarah did not know was that the images were not permanently deleted. Her partner exploited a two-stage deletion process, leaving the files recoverable in the device’s trash storage. This allowed him to later restore the images without her knowledge.
Escalation after the relationship ended
After the relationship ended, Sarah began receiving threats from her ex-boyfriend. These threats escalated over time and focused on exposing the intimate images to people in her life, particularly her college peers and her parents. Sarah and her ex-partner attended the same college and were members of the same group chats, which made the threats feel both credible and immediate.
Initially, Sarah believed the threats were empty. She assumed her ex-partner had no access to the images, given that she had seen them deleted. This changed when he sent her copies of the videos as proof that he still possessed them.
The threats were not limited to sharing the images. Sarah’s ex-boyfriend accused her of drug use based on the content of the videos and repeatedly stated that he intended to destroy her reputation. A central focus of his threats was turning Sarah’s parents against her, knowing how important their opinion was to her.
Extortion and image sharing
The situation escalated into extortion. Sarah’s ex-boyfriend demanded money from her, specifically targeting funds her parents had sent for her tuition fees. He pressured her to resume the relationship and to send him money, framing compliance as the only way to prevent exposure.
When Sarah refused to send the full amount, her ex-boyfriend shared one of the videos in a college group chat. The video spread quickly within that context. After further refusal, he escalated again by uploading a naked still image of Sarah to Facebook. Sarah was unaware that this image had ever been taken.
The images shared publicly largely featured Sarah alone. This allowed her ex-boyfriend to falsely claim that she was running an OnlyFans account. 
Lack of proof and inability to respond
A consistent theme throughout Sarah’s experience was the absence of proof. Although she knew who was responsible, she had no technical or documentary evidence to demonstrate how the images had been retained, restored, or shared. The threats often came from untraceable numbers or multiple accounts, further complicating any attempt to report the behaviour.
Without evidence, Sarah felt unable to take formal action. She did not feel she could report the situation to authorities or pursue legal action. She also struggled to defend herself socially. She found herself repeatedly explaining what had happened to friends, classmates, and family members, without anything concrete to support her account.
This lack of proof had serious personal consequences. Sarah described feeling disbelieved, isolated, and humiliated. Even her parents questioned her, and she described the experience of seeing disappointment and distrust in their reactions as deeply distressing.
Emotional and psychological impact
Beyond the immediate harm of the image sharing, Sarah described significant emotional and psychological effects. She experienced intense anxiety, particularly at the point when the threats first began. The uncertainty about whether the situation would escalate further made it difficult for her to feel safe or supported.
Sarah repeatedly emphasised how alone she felt during this period. Friends expressed sympathy but were unable to offer practical help. There was no clear platform, service, or process she could turn to that would intervene early or prevent the situation from worsening.
Where Image Angel could have helped
Sarah was clear that no technology could undo what had already happened. However, she identified multiple points where Image Angel, if embedded within platforms at the time the images were originally shared, could have significantly changed her experience.
The most critical gap was accountability. If Image Angel identifiers had been embedded into images when they were viewed or downloaded, Sarah believes this would have provided clear technical evidence that the images had been accessed and shared by her ex-partner. Even without immediately identifying an individual, being able to link the images back to a specific device, session, or platform context would have shifted the burden of proof away from her.
Sarah also highlighted the importance of proof. Her ex-partner used multiple accounts and phone numbers to threaten and harass her. Image Angel’s ability to link repeated image access to the same underlying device or serial context would have allowed patterns to be identified, even where surface-level identifiers changed.
Having this form of evidence would have made Sarah more likely to report the abuse. She stated clearly that, if she had been able to present traceable proof, she would have reported the behaviour to the authorities and used the evidence to defend herself to her parents and others. The absence of proof was the primary reason she felt unable to act.
In addition to evidence, Sarah described the value of support. The ability to report the misuse to Image Angel and have an investigation carried out on her behalf would have reduced the emotional labour of managing the situation alone. She described a strong need for intervention at the point when the threats first began, before the situation escalated into public sharing.
Key learning for Image Angel
This case highlights that content removal alone is insufficient in cases of intimate image abuse. What Sarah lacked was not awareness that harm had occurred, but the ability to prove it and to hold someone accountable. Systems that rely solely on victims to provide proof place an additional emotional and practical burden on those already experiencing harm.
The interview also demonstrates the importance of early intervention. Support and traceability at the point where threats begin could prevent escalation and reduce long-term harm.
Conclusion
Sarah’s experience illustrates the profound gap between current platform responses to intimate image abuse and the needs of those affected. While Image Angel would not have prevented the initial breach of trust, its presence within platforms could have provided accountability, technical evidence, and a clearer path toward reporting and resolution.
This case study will inform the continued development of Image Angel and will be used to demonstrate the product’s potential value to platform partners, grounded in real-life experiences.

[bookmark: OLE_LINK1]Disclaimer 
The examples, quotations, and case studies referenced in this document are drawn from voluntary potential user interviews conducted for product development, safety design, and contextual understanding.

These interviews are not academic research, nor are they designed or presented as formal studies, surveys, or statistical analysis. They do not aim to produce representative samples, generalisable findings, or population-level conclusions. The purpose of these interviews is to understand how image-based abuse and content misuse are experienced in practice, in order to inform the design, deployment, and evaluation of protective technology and operational safeguards.

Individual accounts are presented as contextual illustrations of real-world use cases, not as evidence of prevalence, causality, or typical outcomes across all users or platforms. Participation was voluntary and based on informed consent. Identifying details have been removed or altered where necessary to protect privacy, safety, and personal autonomy.
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